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1	Decision/action requested
It is proposed to approve the change described in this document.
2	References
[1]	3GPP TS 33.222: "Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture (GBA) ".
3	Rationale
[bookmark: _Hlk99111327]In TS 33.222[1], the annex A gives some guidance on the technical solution for authentication proxies in GBA so as to help avoid misconfigurations. An authentication proxy acts as reverse proxy which serves web pages (and other content) sourced from other web servers (AS) making these pages look like they originated at the proxy.
It’s proposed to use the same solution to address the editor’s note/
4	Detailed proposal

*** 1st CHANGE ***
[bookmark: _Toc108083497]6.7	Solution #7: Introducing AP into AKMA
[bookmark: _Toc108083498]6.7.1	Introduction
TS 33.222 specifies the use of Authentication Proxy in GBA [3], where an Authentication Proxy (AP) is a proxy resides between the UE and ASs. It helps to reduce the consumption of authentication vectors and/or to minimize SQN synchronization failures, and relieves the AS of security tasks. Similarly, introducing such an authentication proxy in AKMA is beneficial where different application servers reside in the same trust domain or in the same edge node. With the AP, these application servers can rely on the AP to execute AKMA procedures, which is more cost efficient than the case where each application servers execute AKMA procedures separately. AKMA is a potential solution in MEC, and it is possible that different application servers reside in the same edge cloud or belong to the same service vendor, it is beneficial to consider the feasibility of introducing a similar proxy in AKMA.
[bookmark: _Toc108083499]6.7.2	Solution details
[bookmark: _Toc108083500]6.7.2.1 	Architecture of using AP
An Authentication Proxy (AP) is a proxy which takes the role of an AF and delegates a group of ASs. It may reside between the UE and the AS as depicted in the figures below. The AP helps the ASs behind the AP to execute AKMA procedures to save the consumption of signalling resources and AAnF computing resources. It may also relieve the AS of security tasks. The use of an AP is fully compatible with the architecture specified in TS 33.535 [2].  
The AP can assure the ASs that the request is coming from an authorized subscriber of the MNO.


Figure 6.7.2.1-1: Use of AP when AP is internal 



Figure 6.7.2.2-1: Use of AP when AP is external
[bookmark: _Toc75189899][bookmark: _Toc359245391]Editor’s Note: Configuration of AP’s FQDN is FFS.
[bookmark: _Toc108083501]6.7.2.2 	AP-AS reference point
The HTTP protocol is run over the AP-AS reference point. Confidentiality and integrity protection can be provided for the reference point between the AP and the AS using NDS/IP mechanisms as specified in TS 33.210 [5]. For traffic between different security domains, the Za reference point shall be operated. For traffic inside a security domain, it is up to the operator to decide whether to deploy the Zb reference point. 
[bookmark: _Toc108083502]6.7.2.3 	Example of using AP for TLS tunnels
When the TLS based protocol is used as Ua* profile, the AP can be used to handle the TLS security relation with the UE and relieves the application server (AS) of this task. When an HTTPS request is destined towards an application server (AS) behind an AP, the AP terminates the TLS tunnel and performs UE authentication. The AP proxies the HTTP requests received from UE to one or many application servers. The AP may add an assertion of identity of the subscriber for use by the AS, when the AP forwards the request from the UE to the AS.




Figure 6.7.2.3-1: Use of AP for TLS tunnels when AP is external




Figure 6.7.2.3-2: Use of AP for TLS tunnels when AP is external
[bookmark: _Toc108083503]6.7.3	Evaluation
The solution fulfiles the requirements in key issue#2. The solution enables the application servers relying on the authentication proxy to execute AKMA procedures.
Editor’s Note: FFS

*** END OF 1st CHANGE***
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